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Wireless Network Access User Agreement

Any user utilizing the Division’s wireless connection should be aware of and agree to conditions of use
including but not limited to the following:

(o)

The Division assumes no responsibility for the safety of equipment or device configurations, secutity,
or data files resulting from connection to the Division’s wireless network or the Internet, nor liability
for any damages to hardware, software or data, howsoever caused.

Wireless access is provided as a free service on an "as is" basis with no guarantee of service. Users
are responsible for setting up their own equipment to access the guest wireless network.

staff will not provide technical assistance and will not assume any responsibility for personal
hardware configurations, security or changes to data files resulting from connection to the guest
wireless network.

The wireless network provides basic data encryption between the access points and the end user
device. Use of the wireless internet connection is undertaken at the user's own risk. It is the
responsibility of the user to protect their wireless devices through use of up-to-date virus protection,
personal firewall and any other suitable measures.

The wireless network may be subject to periodic maintenance and unforeseen downtime.
The Division monitors all Internet access.

Printing access is not available via the guest wireless network. If the user desires to print, they will
have to make their own suitable alternative arrangements.

Any attempt to circumvent Division’s procedures or any unauthorized attempt to access or
manipulate Division’s equipment or networks, may result in permanent disconnection from the guest
wireless network and further disciplinary action being taken.

The following actions are a few examples of improper use and are strictly prohibited:
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Send or display offensive messages or photos

Intentionally access sites on the Internet that contain offensive material

Access, upload, download, or distribute pornographic, obscene, or sexually explicit material
Transmit obscene, abusive, sexually explicit, inappropriate or threatening language

Use another person's password or account without permission

Violate copyright law by copying or using unauthorized copies of programs

Harass, insult or attack other Internet users

Use the Internet for commercial or illegal purposes

Willfully destroy or vandalize other people's work, computers, computer program or files
Engage in personal commercial activities on the Internet

| have read and understand the Division of Fire Standards and Training and Emergency Medical Services
Wireless internet access agreement and understand that violation of this agreement could result in
termination of your wireless connection account, disciplinary action and/or removal from class.

Print Name:

Signature: Date:




